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bstract

In this paper, a new approach for power system online dynamic security assessment, as well as a tool for calculating the proposed fuzzy dynamic
ecurity index is presented. This proposal is based on a three-stage fuzzy inference system, which composes the fuzzy dynamic security index
aking use of seven performance indexes herein defined. The calculation of the performance indexes is based on the results obtained through
ynamic simulations of the system behaviour after each one of the credible contingencies in a given operation state. With the aim of reducing the
alculation time a novel distributed processing of the dynamic simulations is also developed. High voltage systems are used to illustrate the ideas
resented in the paper.

2006 Elsevier B.V. All rights reserved.
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. Introduction

Secure operation is one of the most important requirements
f power systems. However, due to the competitive conditions
f the present-day electrical markets, the security level in which
hese systems operate has been reduced due to the tendency to

ake maximum use of the generation and transmission systems.
n order to take the control actions necessary to improve security
t is essential to assess both the static and the dynamic security
evel. The static security assessment (SSA) is made by com-
aring the steady state system variables with their admissible
imits. Reduced calculation times allow the implementation of an
nline SSA analysis. The dynamic security assessment (DSA),
n turn, analyzes the transient dynamics developed in the period
ollowing a contingency [1,2]. In this way, the stability of the

ystem in each analyzed contingency may be determined. Due
o both, the large size of power systems and the large number
f components, longer calculation times are required. The time
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eeded for obtaining the results is longer than that available for
aking the above-mentioned control actions, in case these are
ecessary.

The dynamic security assessment may be made by using
ither approximate methods or full simulations (time-domain
umerical integration) [3]. The approximate methods include
echniques such as sensitivity methods for assessing the voltage
ecurity and direct methods for assessing the transient stability
uch as Lyapunov-like methods, methods based on the equal-
rea criterion, etc. Whereas full simulation methods include
ower flow solutions of PV curves, that is, voltage curves in
erms of the active power, used to define the collapse point of
he steady-state voltages, time-domain full simulations for tran-
ient security and analysis of eigenvalues for assessing the small
ignal stability. Although approximate methods offer some com-
utational advantages, full simulation methods provide a more
recise assessment. Another advantage of full simulation meth-
ds is that they make possible both to have knowledge of the
ost-contingency state of each system variable and to use var-
ous models of system components depending on the degree

f detail required. When an approximate method is used, some
ssumptions are made which must be verified in order to con-
rm the applicability when the system conditions change. This
erification is not necessary when full simulation methods are
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sed, a fact that is regarded as an additional advantage of these
ethods [4].
A great disadvantage of the full simulation methods, which

s currently rather regarded as a challenge, is the extent of time
equired for calculation. This difficulty becomes greater when
ore detailed models are used and also when there is an increase

n the size of the power system under analysis. Therefore, in
rder to exploit the most of the advantages of such indirect meth-
ds, the time for the calculation involved must be reduced, both
n dynamic simulations and in the analysis of the results. This
ork presents a DSA methodology, which reduces the calcula-

ion time of indirect methods such that it makes possible their
se online. This is achieved through the use of both the dis-
ributed processing of dynamic simulations and the application
f artificial intelligence techniques in the analysis of the results.

The paper is structured as follows: Section 2 briefly describes
he methodology for online DSA proposed here. The distributed
rocessing of the dynamic simulations is described in Section 3,
nd also a brief discussion of the simulation times is included.
ection 4 presents the methodology stage for analysis of the
esults obtained by the dynamic simulations. It includes the def-
nition of the performance indexes and also the description of
he fuzzy inference system (FIS) used for the composition of
he dynamic security index. In Section 5, the test system model
ased on the Argentinean power system is described, as well as
he results of applying the proposed methodology for DSA are
iscussed. Finally, Section 6 summarizes the main contributions
f this paper.

. Methodology for power system online DSA

The proposed methodology is summarized on Fig. 1. Begin-
ing from an operating state of the system, dynamic simulations
re made in order to determine the system behaviour after each
f the various critical contingencies considered. The simulated
ontingencies are events that are completely independent from
ach other; therefore, the distributed processing may be used
or such a task. These simulations provide detailed time-domain
escriptions of the physical phenomena developed in the tran-
ient period following the contingency. Finally, based on the
ynamic responses obtained from the different system variables,
esults are analyzed. In this module, three actions are taken. The
rst one is related to calculating the performance indexes, which
ake account of the post-contingency behaviour of the system
ariables (angles, frequency, voltage, etc.). The second one is
elated to composing indexes through the use of a tool based on
uzzy logic. Finally the third one is related to composing tables

Fig. 1. Methodology for online power systems dynamic security assessment.
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nd graphs in order to show the security assessment results in a
lear and efficient way.

In order to determine in an online application the system
perating state which dynamic security will be assessed, it is
ecessary to acquire measuring data from different system vari-
bles. This could be made using for example: SCADA systems,
hasor Measurement Units (PMUs), or power system distur-
ance monitors [5,6]. However, the data acquisition is out of the
cope of this work. Here is assumed that the required data are
vailable and the operating state is already determined. In the
wo next sections are explained in detail the second and third
tages of the methodology shown in Fig. 1.

. Full simulations stage

The dynamic simulation module is aimed at determining the
ystem behaviour after each of the contingencies to be assessed
or a given operation state. In what follows are presented some
eatures related to the distributed processing program developed,
ts operation and the resources it makes use of. Finally, calcula-
ion times are presented for the distributed program in two power
ystems, a relatively simple one and a larger system based on
he Argentinean electric power system. These calculation times
re compared with the time the simulations would take in case
hey were sequentially executed.

.1. Program features

The distributed processing program used for the dynamic
ecurity assessment is in turn made up of two parts, the client
rogram and the server program.

The client program is in charge of building the input file
or the simulation process, which contains both the data from
he power system under study and a list of contingencies to be
imulated. This program is in charge of starting up the dynamic
imulations process, including checking up the available servers
n order to verify whether they are active and ready. It is also in
harge of sending the input file and the contingency that must be
valuated by each server. Once this process is carried out, there
s a delay time until all of the contingencies have been assessed.
inally, the client receives the output data of all of the servers
nd saves them in an output file for further use.

The server program, in turn, is in charge of executing the sim-
lation process. A number of server programs are run in different
Cs; the maximum amount of PCs required equalling the num-
er of contingencies that must be assessed. However, there exists
he possibility that a server may assess more than one contin-
ency; the number of PCs required being consequently reduced.
he various servers are in charge of receiving the input file and
xecuting the dynamic simulator program SiCoDiS, which is
n charge of evaluating the system behaviour during the con-
ingency considered. The structure of the distributed processing
ith the client program and the various server programs are
hown in Fig. 2.
SiCoDiS has appropriate models of the power system com-

onents, including the generating units, the network and the
oads. It also includes appropriate models for load shedding due
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Table 1
Features of the PCs

Number Characteristics Operating systems

Type RAM

1 AMD 1,325 GHz 512 MB Win2000
2 Pentium II 300 MHz 256 MB Win2000
3 Pentium II 350 MHz 768 MB WinXP
4 Athlon XP 2.0 GHz 1 GB WinXP
5
6
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Fig. 2. Distributed processing of power system dynamic simulation.

o under-frequency and rate of change of frequency. The com-
onent models form a set of algebraic–differential equations.
he system thus modelled is affected by the contingency and
iCoDiS carries out the dynamic simulation through a recurrent
rocess of integration of the differential equations (fourth-order
unge-Kutta method) and of power flow calculation (Gaussian
limination method). In order to calculate the power flows in
he initial operating state prior to the fault, the Newton-Raphson

ethod is applied.

.2. Resources used—operation

The distributed processing is implemented in PCs that are
rranged in a LAN network. The client program runs in one of
hese PCs whereas the server program runs in several additional
nes as required according to the number of contingencies to be
valuated. The LAN network is of star-type (see Fig. 3). The use
f these PCs has the advantage of low cost distributed processing.

Both the client and server programs are written in Java lan-
uage. Prominent features of this language are: it makes pos-
ible the independence from the operating system as well as
rom the manufacturer; it is reliable, secure, robust and flexi-
le. In other words, it is open to changes and updating, which
mprove above all the operation of the distributed processing
rogram.

In addition to the above mentioned advantages, the main fea-
ure of the Java language is that it has a useful tool for developing

istributed applications, the remote methods invocation (RMI).
MI allows a PC-executed program to call methods (functions)

rom other programs executed in other PCs. In addition, RMI
rovides the mechanisms necessary for several distributed pro-

Fig. 3. Lan network.
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rams to communicate and transmit information to each other
7].

.3. Calculation time

In order to show the merits of the distributed processing two
ower systems models are used, a 21-node one and another,
btained from reducing the Argentine electric power system to
btain an equivalent system of 65 nodes. For obtaining the calcu-
ation times six PCs are used. The features of these PCs, type of
rocessor and RAM memory, and the operating system installed
n each of them are shown in Table 1. Both the client and the
erver programs have been totally developed at JBuilder 2005
8], by making use of the Java SUN Virtual Machine JDK 1.5.0
9].

.4. 21-Node system

Table 2 shows the calculation times involved in the 21-node
ystem. In this system, 24 contingencies were assessed (12 gen-
rators outages and 12 transmission lines outages), plus the base
ase. T1 stands for the sum of the time taken by the client
o verify whether the servers are ready and the time required
or preparing the various running threads (one for each contin-
ency to be assessed). T2 is the time taken by the distributed
rocessing, that is the servers, in simulating all of the contin-
encies and returning the simulation results to the client. The
rst row of the table corresponds to the sequential calculation

ime.

.5. Argentinean system
Table 3 shows the calculation times involved in the Argen-
inean system. In this system, 61 contingencies were assessed
15 generators outages and 46 transmission lines outages) plus

able 2
alculation time for the 21-nodes system

C number Numbers of PCs T1 (s) T2 (s) T total (s)

1 4 35 39
1-2 4 30 34
1-2-3 5 22 27
1-2-3-4 5 20 25
1-2-3-4-5 5 15 20
1-2-3-4-5-6 5 8 13
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Table 3
Calculation time for the Argentinean system

PC number Numbers of PCs T1 (s) T2 (s) T total (s)

1 1 38 303 341
2 1-2 37 240 277
3 1-2-3 38 220 258
4 1-2-3-4 39 129 168
5 1-2-3-4-5 40 87 127
6 1-2-3-4-5-6 40 60 100

t
t

3

a
i
o
r
p
i
o

t
o

o
t
l
s
s

n
u

T
S

T

2

6

o
e

4

t
t
t
c
d
o
a

4

i
b
m
t
t
t
a

•

•

c
b
l
m

h
e
b
l
s
s
c
p

Fig. 4. Simulation time vs. number of PCs.

he base case. T1 and T2 stand for the times previously men-
ioned.

.6. Calculation time analysis

As shown in Table 2 and in Table 3 the PC used as client has
lso been simultaneously used as server, thus allowing simulat-
ng some contingencies during the simulation delay times of the
ther servers. The simulation process consists in moving one
unning thread (one contingency) in each server PC; the client
rogram detects when one of the contingencies simulation fin-
shes and immediately sends another thread and so on until all
f the threads are executed.

Fig. 4 shows the distributed processing time (DPT) relative
o the sequential processing time (SPT) using different number
f PCs for both simulated systems.

Due to the larger size of the Argentinean system, the process
f simulating each individual contingency (time T2) takes longer
han in the case of the 21-node system. Likewise, time T1 is
onger in the Argentinean system case (65 nodes system). Table 4
hows the average simulation times of one contingency for each
ystem considered.
Therefore, the larger the size of the system the higher the
umber of contingencies to be assessed and the longer the sim-
lation time of each of them takes. As a consequence, the use

able 4
imulation of one contingency

1 (s) T2 (s) T total (s)

1 Nodes
0.19 1 1.19

5 Nodes
0.6 5.41 6.01
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f distributed processing turns out to be not only necessary but
ssential.

. Results analysis stage

The module for the results analysis carries out three important
asks: the calculation of the seven partial performance indexes
aking into account the post-disturbance behaviour of the system,
he composing of five indexes through the use of an artifi-
ial intelligence technique (fuzzy logic) for obtaining the fuzzy
ynamic security index, and the building of tables and graphs in
rder to show the results of the dynamic security assessment in
clear and simple way.

.1. Calculation of the performance indexes

From a dynamic point of view, a power system is secure
f, it will “survive” the ensuing transient following to a distur-
ance and it will move to a new steady state condition. The
ost important fact is that the transition from the initial state

o the post-disturbance final state does not cause other outages
hat can lead the system to a complete blackout. The criterion
o define the performance indexes is based on two important
spects related to the post-disturbance transition:

an unacceptable performance is related to large variations of
system variables, particularly voltages and frequency;
the ensuing post-disturbance system trajectory will converge
to an acceptable steady state condition.

According to the analyzed bibliography, in order to carry out a
omplete dynamic security assessment, the contingency types to
e evaluated are the following: generators outages, transmission
ines outages and three-phase faults of lines near the generating

achines.
Nevertheless, nowadays, the synchronous stability problem

as been fairly well solved by fast fault clearing, thyristor
xciters, power system stabilizers, and a variety of other sta-
ility controls. Fault clearing of severe short circuits can be
ess than three cycles (60 ms for 50 Hz frequency). With such
hort clearing times, and considering that most EHV faults are
ingle-phase, the removed transmission lines may be the major
ontributor to generator acceleration [10]. In this work unex-
ected generators outages and transmission lines outages are
egarded as possible contingencies for assessing dynamic secu-
ity.

The occurrence of an unforeseen disturbance like a generator
utage or transmission line outage causes a subsequent unbal-
nce between power generation and load. This unbalance is first
ompensated through the kinetic energy of the rotating masses
f generating units and motor loads, leading to a frequency
rop. Then the generators power outputs are increased due to
he governors’ action (primary reserve). Moreover, when the

requency drops at certain pre-fixed values the under-frequency
oad shedding is activated. This mechanism helps to bring the
ystem to a new stationary state. The new state of equilibrium
s reached within approximately 20 s after the contingency. This
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ime period depends on the size of the system, the magnitude of
he disturbance, the types of governors, the availability of spin-
ing reserve, and the amount of load that can be disconnected.
n order to include the dynamics of such mechanisms that help
o recover the system operation, it is necessary to assess the per-
ormance of the system 20 s following the disturbance [1]. This
s the time-frame considered in this work.

The mentioned unbalance between power generation and
oad provoked by the unexpected outages of generators or trans-

ission lines modifies the normal operation values of the power
ystem variables, such as machines angles, frequency and volt-
ge. In some cases this may even lead to a change of these
ariables out of their range of admissible values. Also, the power
ows through the transmission lines are affected by the con-

ingency. In the most severe cases, this would cause the loss
f transmission lines due to protective relay tripping. Another
ffect is the possible loss of load due to the operation of the
utomatic scheme of load shedding. To quantify the magnitude
r degree in which the mentioned variables of the system were
ffected by the contingency, it is proposed here the use of the
ollowing seven performance indexes:

Angle index.
Maximum frequency deviation index.
Total frequency deviation index.
Dynamic voltage index.
Quasi-stationary voltage index.
Power flow index.
Load shedding index.

.1.1. Angle index (AI)
Generators usually have protections to avoid asynchronous

peration. These protections are generally based on a relay
hat monitors the impedance observed in the transformer high-
oltage bars. Typically this protection is adjusted in such a way
hat the load angle of the generator (δC) does not exceed 120◦
11]; otherwise, the relay acts causing the generator to separate
rom the system. The maximum slip of the load angle offers a
uitable security margin since, in case this is not exceeded, the
enerator may regain its synchronism. The AI is defined by (1):

I = min

{
1, max

i=1...NG

(
δci,max

δc,max,adm

)}
(1)

here δci,max is the maximum deviation of the load angle of gen-
rator i during the simulation time, δc,max,adm is the maximum
dmissible load angle for synchronism loss given by the protec-
ion relay and NG is the number of generators operating in the
ystem.

.1.2. Maximum frequency deviation index (MFDI)
The maximum frequency deviation from its rated value is

clear representative of the dynamic effect produced by the

ontingency analyzed on the system. The higher the maximum
requency deviation the bigger the disturbing effect produced
y the contingency. Therefore, an index is proposed that is cal-
ulated as the maximum frequency deviation �fi,max relative to

i
b
�

m

wer Systems Research 77 (2007) 106–118

he maximum admissible frequency deviation �fmax,adm. This
ndex ranges from 0 for the case in which no frequency devia-
ion is produced to 1 for the case in which frequency reaches its

aximum admissible value, thus indicating the system collapse.
he MFDI is defined by (2):

FDI = min

{
1, max

i=1...NG

[ |�fi,max|
�fmax,adm

]}
(2)

here NG is the number of generators operating on the system.
he maximum admissible value is related to the under and over

requency protections of generators, which are set about ±5% of
ated frequency. These protections are fundamental to avoid the
egative aspects on the auxiliary services and on the generating
nits related to the increase or decrease of the power system
requency beyond its rated value [12].

.1.3. Total frequency deviation index (TFDI)
This index stands for the time during which the frequency

emained out of its rated value. It is calculated as the quotient
etween the absolute area of frequency deviation and the max-
mum admissible area. The range of variation of this index is
rom 0 for the case in which no variation of frequency occurs
ll the time, to 1 for the case in which frequency remained at
ts maximum admissible value all of the simulation time. The
FDI is defined by (3):

FDI = min

{
1, max

i=1...NG

[∫ ts
0 |�fi(t)dt|
�fmax,admts

]}
(3)

here �fi(t) is the temporal deviation of frequency, �fmax,adm
s the maximum admissible frequency deviation, ts is the sim-
lation time, and NG is the number of generators operating on
he system.

.1.4. Dynamic voltage index (DVI)
A requirement that must be met for voltage transients is that

t no point in the transport system except during application of
he fault in the case of short circuit analysis should the voltage
evel remain below certain limit [13]. This short circuit case is
ot dealt with in this work. The dynamic voltage index is related
o the requirement mentioned above. The DVI is defined by (4):

VI = min

{
1, max

i=1...N

[
Vn − vi,min

Vn − vi,min,adm

]}
(4)

here vi,min is the minimum instantaneous voltage on node i
uring the transient, vi,min,adm is the minimum admissible volt-
ge value (0.7 p.u. in this work), N the number of nodes of the
ystem, and Vn the rated voltage.

.1.5. Quasi-stationary voltage index (QSVI)
This index takes into account the recovery and control of

he node voltage at the end of the transient period follow-

ng the contingency. The index is calculated as the quotient
etween the voltage deviation at the end of the transient period
vi,aft (post-contingency voltage deviation on node i) and the
aximum voltage deviation limit �vi,lim. The QSVI is defined
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interval [0,1]. Triangular fuzzy sets have been chosen for mod-
elling each linguistic value, because they are naturally associated
to the intuitive meaning of “approximately equal to LOW, or
MEDIUM, or HIGH”. Fig. 6 shows the term set and member-
J.M. Gimenez Alvarez, P.E. Mercado / Elect

y (5):

SVI = min

{
1, max

i=1...N

[ |�vi,aft|
�vi,lim

]}
(5)

here �vi,lim is a percentage of the rated voltage (7%Vn for
00 kV nodes and 10%Vn for 220 kV nodes).

.1.6. Power flow index (PFI)
This index takes into account the fact that the power flow

fter the contingency should not be above the maximum admis-
ible value since an excess of power flow through the lines in the
ost-contingency steady state may activate the lines protections,
hus impairing the system security. The power flow through the
ransmission lines can be limited due to thermal constraints (it
s the case for short transmission lines), or else, due to tran-
ient or steady-state stability constraints (this is the case of long
ransmission lines). The PFI is defined by (6):

FI =
NL∑
i=1

wi

2n

(
Pi,aft

Pi,lim

)2n

(6)

here Pi,aft is the active power flow through the line i at the end
f the transient period following the contingency; Pi,lim is the
ctive power flow limit taking into account the strictest restric-
ion (thermal limit, steady-state or transient stability); n is the
orm, which is used to reduce the contribution to the PFI index
f lines that have not reached their limits; at the same time,
his norm is used to amplify the contribution of lines that have
xceeded their limits [14]. In this work the norm is taken to
e equal to 1; wi is a weight factor, that is, a real non-negative
umber, which stands for the relative importance of the lines in
he system. In this work, the weight factor is taken to be equal
o 1 for all the lines (i.e. all the lines have equal importance).
inally, NL represents the number of transmission lines in the
ower system.

.1.7. Load shedding index (LSI)
In order to compensate the load-generation unbalance pro-

oked by the contingency in some extreme cases it is necessary
o disconnect load so that the system integrity may be kept.
epending on the magnitude of the unbalance and according to

he scheme of automatic load shedding, will be the amount of
oad disconnected. As an indicator of dynamic security, a load
hedding index is proposed. This is calculated as the quotient
etween the total disconnected load Pshed and the total demand
f the system Ptotal before the contingency. The LSI is defined
y (7):

SI = Pshed

Ptotal
(7)

.2. Composing of indexes
The seven performance indexes previously defined are capa-
le of capturing both the dynamic state and the quasi-stationary
tate of the power system immediately following a contingency.
rom experience in SSA, it is well known that some indices
wer Systems Research 77 (2007) 106–118 111

ork better than others for particular power systems and that
ombination of indices usually work better than a single index
15,16].

The statement to the problem is the following: given the seven
alculated performance indexes, it is necessary to compose their
ffects, in order to count for a single index of dynamic security.
his index will reflect the effect that each individual contingency
auses to the parameters of the system, and in addition will
ndicate the distance to the security limit taking in consideration
he specific criterion of evaluation defined in this work.

All the performance indexes that take part in the compo-
ition are continuous. The composition of several phenomena
lready has been made in SSA. Nevertheless, there is neither
clear methodology nor a mathematical model to make such

omposition. On the other hand, the composition requires the
ombination of several different effects, so, the use of averages
r weighted sums would not be adequate.

The occurrence of a contingency modifies the normal oper-
tion values of the power system parameters, such as machines
ngles, frequency, node voltages, and power flow. It is known
hat the calculated parameters using models of the components
f the system are only fair approximations of the real parame-
ers values, and therefore there is an uncertainty associated with
hese calculated values.

Taking into account the characteristics of the problem, con-
inuous variables and the lack of a mathematical model, it is
ppropriate to use a FIS for the composition [17]. The FIS
rovides a robust mathematical framework for modelling the
ncertainty associated with the models of the components used
nd for computing with both linguistic terms and numerical val-
es [18]. In this paper a three-stage FIS is used to compose a
uzzy dynamic security index FDSI. A scheme of these FIS is
hown in Fig. 5.

.2.1. Fuzzy frequency index (FFI)
This index results from the composing of the maximum fre-

uency deviation index MFDI and the total frequency deviation
ndex TFDI by means of the FIS-F. The universe of discourse of
he input variables and of the output variable for the FIS-F has
een partitioned into three linguistic values: LOW, MEDIUM
nd HIGH. These variables are equally distributed along the
Fig. 5. Three-stage fuzzy inference system.
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Fig. 7. Term set and membership function for the FPI.
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Fig. 6. Term set and membership function for the MFDI, TFDI, FFI.

hip functions for the inputs and for the output. The FIS-F uses
he rule base of Table 5. Each rule has two antecedents (MFDI
nd TFDI) and one consequent (FFI). The closer the MFDI or
he TFDI is to one, the greater its influence on the FFI. The closer
he MFDI and the TFDI is to cero, the smaller its influence on
he FFI.

.2.2. Fuzzy voltage index (FVI)
This index results from the composing of the dynamic volt-

ge index DVI and the quasi-stationary voltage index QSVI by
eans of the FIS-V. The form in which the composition is car-

ied out is identical to the one for the frequency, thus, it is not
epeated here.

.2.3. Fuzzy performance index (FPI)
The power flow index PFI and the load shedding index LSI

re composed by means of the FIS-P in order to obtain the fuzzy
erformance index FPI. The universe of discourse of the input
ariables for the FIS-P has been partitioned into three linguistic
alues: LOW, MEDIUM and HIGH. The term set and mem-
ership function for the PFI and for the LSI are comparable to
he inputs variables of the FIS-F. The output of the FIS-P has
een partitioned into five linguistic values: LOW, MEDIUM-
OW, MEDIUM, MEDIUM-HIGH and HIGH. These variables
re equally distributed along the interval [0,1]. The term set and
embership function for the FPI is shown in Fig. 7. The FIS-P

ses the rule base of Table 6. Each rule has two antecedents (PFI
nd LSI) and one consequent (FPI).
.2.4. Fuzzy stability index (FSI)
The fuzzy frequency index FFI and the fuzzy voltage index

VI are composed with the angle index AI on the FIS-ST in

able 5
ule base of FIS-F

ule number Antecedents Consequent

MFDI TFDI FFI

LOW LOW LOW
LOW MEDIUM MEDIUM
LOW HIGH HIGH
MEDIUM LOW MEDIUM
MEDIUM MEDIUM MEDIUM
MEDIUM HIGH HIGH
HIGH LOW HIGH
HIGH MEDIUM HIGH
HIGH HIGH HIGH
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Fig. 8. Term set and membership function for the FSI, FPI, FDSI.

rder to obtain the fuzzy stability index FSI. The universe of
iscourse of the input variables and of the output variable has
een partitioned into three linguistic values: LOW, MEDIUM
nd HIGH. These variables are equally distributed along the
nterval [0,1]. The term set and membership function for the
FI, FVI, AI, and for the FSI are comparable to the one for the
IS-F. The FIS-ST uses the rule base of Table 7. Each rule has

hree antecedents (FFI, FVI, and AI) and one consequent (FSI).

.2.5. Fuzzy dynamic security index (FDSI)
The fuzzy stability index FSI and fuzzy performance index

PI are composed in the FIS-S in order to obtain the fuzzy
ynamic security index FDSI. The universe of discourse of the
nput variables and of the output variable has been partitioned
nto three linguistic values: LOW, MEDIUM and HIGH. These
ariables are equally distributed along the interval [0,1]. Trian-

ular fuzzy sets have been chosen for modelling each linguistic
alue. Fig. 8 shows the term set and membership functions for
he inputs variables and for the output variable.

able 6
ule base of FIS-P

ule number Antecedents Consequence

PFI LSI FPI

LOW LOW LOW
LOW MEDIUM MEDIUM LOW
LOW HIGH MEDIUM
MEDIUM LOW MEDIUM LOW
MEDIUM MEDIUM MEDIUM
MEDIUM HIGH MEDIUM HIGH
HIGH LOW MEDIUM
HIGH MEDIUM MEDIUM HIGH
HIGH HIGH HIGH
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Table 7
Rule base of FIS-ST

Rule number Antecedents Consequence

FFI FVI AI FSI

1 HIGH HIGH HIGH HIGH
2 HIGH HIGH MEDIUM HIGH
3 HIGH HIGH LOW HIGH
4 HIGH MEDIUM HIGH HIGH
5 HIGH MEDIUM MEDIUM HIGH
6 HIGH MEDIUM LOW HIGH
7 HIGH LOW HIGH HIGH
8 HIGH LOW MEDIUM HIGH
9 HIGH LOW LOW HIGH

10 MEDIUM HIGH HIGH HIGH
11 MEDIUM HIGH MEDIUM HIGH
12 MEDIUM HIGH LOW HIGH
13 MEDIUM MEDIUM HIGH HIGH
14 MEDIUM MEDIUM MEDIUM MEDIUM
15 MEDIUM MEDIUM LOW MEDIUM
16 MEDIUM LOW HIGH HIGH
17 MEDIUM LOW MEDIUM MEDIUM
18 MEDIUM LOW LOW LOW
19 LOW HIGH HIGH HIGH
20 LOW HIGH MEDIUM HIGH
21 LOW HIGH LOW HIGH
22 LOW MEDIUM HIGH HIGH
23 LOW MEDIUM MEDIUM MEDIUM
24 LOW MEDIUM LOW LOW
25 LOW LOW HIGH HIGH
2
2

c
b
t
T

Table 8
Rule base of FIS-S

Rule number Antecedents Consequence

FSI FPI FDSI

1 LOW LOW LOW
2 LOW MEDIUM LOW
3 LOW HIGH MEDIUM
4 MEDIUM LOW MEDIUM
5 MEDIUM MEDIUM MEDIUM
6 MEDIUM HIGH HIGH
7 HIGH LOW HIGH
8 HIGH MEDIUM HIGH
9 HIGH HIGH HIGH

t
t
a
e

o
T
c
t
e
t

t
d
s

6 LOW LOW MEDIUM LOW
7 LOW LOW LOW LOW

The AI, the MFDI, the TFDI, the DVI, and the QSVI are

alculated considering the maximum and/or minimum admissi-
le values of three parameters of the power systems: angles of
he generating machines, system frequency and node voltages.
he FIS-ST has been designed so that when anyone of men-

t
i
E
(

Fig. 9. Grid of 21-n
ioned parameters reaches its maximum and/or minimum value,
he output will be equal to one. On the other hand, only when
ll the inputs are equal to zero, the output of the FIS-ST will be
qual to zero.

The PFI is calculated taking in consideration the power flows
n the transmission lines in relation with their maximum values.
his index represents an “average” of the effect of the considered
ontingency over the power flows. PFI together LSI compose
he FPI, which represents a “combined performance” of the
ffect that the contingency causes on the power flows and on
he amount of load that has been shed.

These previous explanations are made in order to understand
he strategy of composition of the FDSI. The FSI is who mainly
efine the value of the FDSI. The FPI will contribute with a
mall change to the FSI; change that will increase the value of
his last one in case the FPI is great, and will not modify the FSI

n case the FPI is small. Table 8 shows the rule base of the FIS-S.
ach rule has two antecedents (FSI and FPI) and one consequent

FDSI).

ode system.
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Table 9
Load (MW) of proposed scenarios

Node A B C

21 133.6 136.3 138.9
22 160.3 163.5 166.7
24 1034.0 1054.7 1075.4
26 62.8 64.1 65.3
27 150.0 153.0 156.0
31 223.9 228.4 232.9
32 47.5 48.5 49.4
34 56.9 58.0 59.2
35 52.0 53.0 54.1
36 214.0 218.3 222.6
37 117.8 120.2 122.5
40 1065.0 1086.3 1107.6
41 417.4 425.7 434.1
42 202.0 206.0 210.1
46 192.7 196.6 200.4
47 158.5 161.7 164.8
49 4.4 4.5 4.6
50 220.2 224.6 229.0
54 1034 1054.7 1075.4
55 24.5 25.0 25.5
57 69.4 70.8 72.2
59 313.5 319.8 326.0
60 21.2 21.6 22.0
61 135.9 138.6 141.3
6
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For the five previous FIS, in order to obtain numeric values
rom the fuzzy sets derived as a result of the inference, the fuzzy
ean method is used for defuzzyfication [19].

.3. Representation of results

In addition to the requirement of determining the security
evel in a correct and fast way, the dynamic security assessment
equires a good representation of the results obtained. In general,
hen full simulation methods are used there are more options,

mong others:

graphs for the different variables in terms of time (voltage,
frequency, etc.);
representation of the results of simulations by means of tables;
graphic and tabular representation of the dynamic security
indexes.

Another important issue in graphic representation is the pos-
ibility of having available the grid from the system under
nalysis. This permits to give an overall picture of the sys-
em to those systems operators using the security assessment
ool.

The present section is aimed at describing the options offered
y the dynamic security assessment program as to representation
f the results obtained that are reported in this paper.

.3.1. Representation of the grid
Fig. 9 shows the main frame of the client program loaded

o show as an example the grid of the 21-node power system.
his grid contains representation of nodes, transmission lines,
oltage step-up transformers, generators and loads.

.3.2. Tabular representation
As a result of the dynamic security assessment there are avail-

ble a set of partial indexes and the dynamic security index
or each of the contingencies assessed. The client program
eceives the results from the servers and saves them in an out-
ut file for further treatment. In addition, the client program has
he option of showing the results obtained in a tabular form.
his representation is shown in Fig. 10, which depicts a table
ontaining the various indexes names in the first row and the
ontingency assessed in the first column. The dynamic security
ndex is shown in the last column. The intermediate columns
resent the results from the various indexes, both the partial
nes calculated as a result of the dynamic simulation as well
s those composed of the various levels of the fuzzy inference
ystem.

.3.3. Graphic representation
This may be quite varied as for example, in bi-dimensional

raphs, bar-graphs, etc. Fig. 11 presents a graphic representation
f the behaviour of the dynamic security index of the 21-node

ystem for each of the various contingencies. Two different types
f bi-dimensional graphs are shown, a rectangular one and a
ing-shaped one both for the generators and for the transmission
ines outages.

t
l
i
v

2 12.4 12.6 12.9
4 83.6 85.3 86.9

Finally, Fig. 12 presents a bar-graph containing all of the
ontingencies assessed in the 21-node system and the security
ndex value for each of them.

There are various ways of showing the assessment results.
hatever this may be, it is essential for it to be meaningful to

he system operator so that he may easily be aware of the security
tate of the system. In case the system state is insecure the system
perator must be able to take the required control actions so as
o lead the system to a more secure operation.

. Application example

A 500 kV power system (reduction of the Argentinean sys-
em) was used in order to test the previously explained tool. The
haracteristics of this system are the following (Fig. 13): it has
5 nodes, 45 transmission lines, 18 generating units, 18 step-up
ransformers and 26 loads. By the system reduction some units
ith the same characteristics are represented through a dynamic

quivalent unit. Further details of the system data are not shown
ue to space limitations. To verify the effectiveness of the devel-
ped tool, three scenarios are proposed in which the dynamic
ecurity indexes are calculated. Each of these scenarios has a
ifferent load condition. The idea is to prove the efficiency of
he tool on a base scenario and to compare it with the results
btained in various scenarios where the system is under greater
tress. Each scenario has 2% of additional load with respect

o the previous one, starting from scenario A. The additional
oad on the scenarios B and C has been uniformly distributed
n the nodes with load on base scenario A (see Table 9). These
alues are taken on the pre-contingency state. Table 10 shows
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Fig. 10. Tabular representation.

Fig. 11. Graphic representation.

Fig. 12. Representation by graph-bar.
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Fig. 13. Grid of Argentin

Table 10
Generation power (MW) of proposed scenarios

Gen A B C

1 243.4 248.3 253.1
2 644.8 657.7 670.6
3 1610 1642.2 1674.4
4 313.2 319.5 325.7
5 569 580.4 591.8
6 226.6 231.1 235.7
7 573.7 585.2 596.6
8 441.6 450.4 459.3
9 284.7 290.4 296.1
10 298.5 304.5 310.4
11 277 282.5 288.1
12 90.5 92.3 94.1
13 32 32.6 33.3
14 60.6 61.8 63.0
15 86.9 88.6 90.4
16 350 357.0 364.0
17 155 158.1 161.2
18 250 255.0 260.0
Total 6507.5 6637.65 6767.8
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ean power system.

he power delivered by each one of the generating units and the
otal power generated in each scenario, from the pre-contingency
tate. Table 11 shows the absolute value of the active power flow-
ng through each one of the transmission lines in each scenario.
hese values are taken in the pre-contingency state.

The results obtained from calculation of the fuzzy dynamic
ecurity indexes (FDSI) for the three scenarios are shown in
able 12 for the cases: no contingency, generator outages and

ransmission line outages. Short circuit analysis for transmis-
ion lines is not included because of the very small values of
DSI. This outcome is the result of the transmission protection
quipments, which work separating them in case of failures. In
ther words, the system is prepared to hold such events with-
ut major problems. Furthermore, and given the radial nature
f the Argentinean transmission system, the complete loss of a
ajor interconnection line is a much more severe event. The

alculated performance indexes for the case without contin-
ency are the expected ones, thus indicating a normal operation

tate of the system. It is important to note how much the FDSI
ncreases in the scenarios where the system is under greater
tress. Similar to this occurs for generator outages and trans-
ission line outages, regarding same case where the FDSI is
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Table 11
Active power flow (MW) of the pre-contingency state

Line A B C

1 940.0 957.9 975.8
2 42.8 43.7 44.5
3 517.5 529.6 541.5
4 574.8 588.2 601.5
5 812.0 827.0 842.0
6 134.1 136.7 139.4
7 583.1 593.2 603.4
8 42.5 43.3 44.1
9 519.0 529.1 539.9

10 56.9 60.4 63.8
11 550.0 559.9 569.1
12 471.3 481.3 491.2
13 917.9 934.7 951.6
14 940.0 957.9 975.8
15 1672.5 1708.5 1742.0
16 579.9 590.6 601.4
17 757.6 771.2 784.9
18 325.3 331.6 337.7
19 1088.5 1109.4 1130.4
20 643.5 675.8 672.0
21 551.1 563.7 576.2
22 809.1 824.8 840.4
23 437.4 446.3 454.9
24 171.6 174.9 178.2
25 134.2 136.8 139.6
26 43.2 44.2 45.1
27 237.5 242.2 246.8
28 157.7 161.2 164.8
29 347.4 354.6 361.8
30 78.5 79.4 80.5
31 141.6 143.8 146.1
32 72.9 74.6 76.1
33 53.2 54.3 55.3
34 29.2 29.7 30.2
35 55.9 56.9 57.9
36 30.6 31.2 31.7
37 39.3 40.2 41.1
38 43.2 44.2 45.1
39 38.6 39.5 40.4
40 59.2 60.4 61.6
41 0.0 0.0 0.0
42 532.6 543.7 554.9
43 395.7 403.8 412.2
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Table 12
Dynamic security index

No A B C

0 0.01 0.02 0.03

Gen A B C

1 0.19 0.16 0.47
4 0.25 0.61 1.00
5 0.34 0.35 1.00
6 0.16 0.60 1.00
7 0.50 0.48 0.47
8 0.33 0.33 1.00
9 0.31 0.35 0.39

10 0.18 0.19 0.47
11 0.18 0.18 0.19
12 0.07 0.09 0.11
13 0.08 0.08 0.08
14 0.10 0.10 0.10
15 0.15 0.15 0.15
16 0.25 0.26 0.28
17 0.14 0.15 0.16
18 0.16 0.17 0.19

Line A B C

18 0.35 0.48 1.00
21 0.64 1.00 1.00
24 0.85 0.85 1.00
26 0.02 0.03 0.04
27 0.15 0.57 1.00
28 0.04 0.05 0.07
29 0.09 1.00 1.00
30 0.13 0.13 0.13
31 0.14 0.14 0.48
32 0.95 0.95 1.00
33 0.02 0.03 0.04
34 0.10 0.10 0.10
35 0.06 0.06 0.07
36 0.02 0.03 0.03
37 0.03 0.03 0.04
38 0.01 0.02 0.03
39 0.02 0.03 0.04
40 0.03 0.03 0.04

I
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44 442.9 452.5 462.1
45 321.9 329.0 336.2

reater in previous scenarios due to the no linear behaviour
f the power systems, for example outage of generator 1
r 7.

The outage of lines 1–17, 19, 20, 22, 23, 25, 42, 43, and
5 result in a FDSI equal to 1 on the three scenarios; for this
eason they are not shown in Table 12 in order to save space.
ny of these contingencies causes huge frequency excursion,

mportant voltages dip and large machines angles deviation.
he fault of any line 19, 1, or 17, provokes the loss of one

ie between nodes 34 and 40, which are generation and con-

umption nodes respectively. Therefore, the ties not failed could
ot transport the total pre-contingency power flow from node
4 to node 40. The same occurs with the outage of lines 44,
5, 42, or 43, which affects the path between nodes 36 and 24.

t
s
g
t

41 0.01 0.02 0.03
44 0.54 1.00 1.00

n both cases result a great power deficit in the area GRAN
S AS. Similar situations present the remaining lines that trans-
ort important power flow between generation and consumption
reas. In case the outage occurs on lines 6, 25, 23, 2, or 8, the sys-
em is separated in islands and then FDSI becomes a value equal
o 1.

For all cases with equivalent generating units, there is one
nit out of the equivalent. That way, only the FDSI of that unit
s calculated; e.g. units 16, 17, and 18 in Fig. 13.

In general it is possible to conclude that in the Argentinean
ower system the transmission lines outages are more dangerous
han the generators outages. The calculated FDSI clearly shows

his tendency. The reason thereby stems in the structure of the
ystem: radial network with consumption areas far away from
eneration areas, which makes necessary the power transport
hrough heavy loaded long transmission lines.
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of Technology, Germany. Dr Mercado is professor of electrical engineering at
National University of San Juan-Argentina and researcher of the Argentinean
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. Conclusions

To get a complete online DSA of power systems nowadays
epresents an increasingly more complex challenge for system
peration. The DSA calculating tool presented in this paper
roposes a new approach that uses fuzzy logic together with
istributed processing of existing power system analysis tools
n order to enhance the capabilities of online security assess-

ent. The proposed DSA is based on the evaluation of the
ost-disturbance behaviour of the system through defined per-
ormance indexes, which are composed in one fuzzy dynamic
ecurity index. Following advantages are achieved by the devel-
ped DSA calculation tool:

the distributed processing of the dynamic simulations makes
unnecessary the use of approximate methods to reduce the
calculation time;
the software implementation in Java language makes possi-
ble to generate a tool based on open architecture that gives
independence from the hardware manufacturer;
the use of PCs interconnected by means of a LAN-type net-
work permits a low-cost implementation;
calculation of the different partial performance indexes and
their composition in a sole fuzzy dynamic security index
ensures a full assessment of the operation state of the sys-
tem taking into account various aspects related to the system
security level, as well as to clearly and simply represent the
results of the complete DSA;
the developed tool may show to system operators not only the
final fuzzy dynamic security index, but also the seven perfor-
mance indexes and the other four fuzzy composed indexes;
the fuzzy inference systems have the advantage that the output
in each of them is almost instantaneous. This is due to the
fact that evaluating the rules of their knowledge bases is not
a time-consuming task;
it is important to remark that the seven calculated performance
indexes are based on full time-domain simulations, not using
approximate methods or accelerated time-domain simulators;
the tool for online inference of DSA is “easy to use” and “easy
to understand”. Also it is possible that the system operators
can modify the rule base of each FIS, on the basis of their
experience in the operation of the power systems;
both the distributed processing of the dynamic simulations
and the indexes composition tool based on fuzzy logic con-
siderably reduce the calculation time required, which makes
possible the implementation of an online assessment of the
dynamic security.
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